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DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

National Institutes of Health 

National Institute of Environmental 
Health Sciences; Notice of Closed 
Meeting 

Pursuant to section 10(d) of the 
Federal Advisory Committee Act, as 
amended, notice is hereby given of the 
following meeting. 

The meeting will be closed to the 
public in accordance with the 
provisions set forth in sections 
552b(c)(4) and 552b(c)(6), title 5 U.S.C., 
as amended. The grant applications and 
the discussions could disclose 
confidential trade secrets or commercial 
property such as patentable material, 
and personal information concerning 
individuals associated with the grant 
applications, the disclosure of which 
would constitute a clearly unwarranted 
invasion of personal privacy. 

Name of Committee: National Institute of 
Environmental Health Sciences Special 
Emphasis Panel: R21 Mechanism for Time- 
Sensitive Research Opportunities in 
Environmental Health Sciences. 

Date: April 20, 2023. 
Time: 1:00 p.m. to 2:30 p.m. 
Agenda: To review and evaluate grant 

applications. 
Place: National Institute of Environmental 

Health Sciences, Keystone Building, 530 
Davis Drive, Research Triangle Park, NC 
27713 (Virtual Meeting). 

Contact Person: Leroy Worth, Ph.D., 
Scientific Review Officer, Scientific Review 
Branch, Division of Extramural Research and 
Training, Nat. Institute of Environmental 
Health Sciences, P.O. Box 12233, MD EC–30/ 
Room 3171, Research Triangle Park, NC 
27709, 984–287–3340, worth@niehs.nih.gov. 

This notice is being published less than 15 
days prior to the meeting due to the timing 
limitations imposed by the review and 
funding cycle. 
(Catalogue of Federal Domestic Assistance 
Program Nos. 93.115, Biometry and Risk 
Estimation—Health Risks from 
Environmental Exposures; 93.142, NIEHS 
Hazardous Waste Worker Health and Safety 
Training; 93.143, NIEHS Superfund 
Hazardous Substances—Basic Research and 
Education; 93.894, Resources and Manpower 
Development in the Environmental Health 
Sciences; 93.113, Biological Response to 
Environmental Health Hazards; 93.114, 
Applied Toxicological Research and Testing, 
National Institutes of Health, HHS) 

Dated: March 30, 2023. 
David W. Freeman, 
Program Analyst, Office of Federal Advisory 
Committee Policy. 
[FR Doc. 2023–07048 Filed 4–4–23; 8:45 am] 

BILLING CODE 4140–01–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Substance Abuse and Mental Health 
Services Administration 

Meeting of the Substance Abuse and 
Mental Health Services Administration, 
Center for Substance Abuse 
Prevention National Advisory Council 

AGENCY: Substance Abuse and Mental 
Health Services Administration, HHS. 
ACTION: Notice. 

SUMMARY: Notice is hereby given for the 
meeting on April 25, 2023, of the Center 
for Substance Abuse Prevention 
National Advisory Council (CSAP 
NAC). The meeting is open to the public 
and can also be accessed virtually. 
Agenda with call-in information will be 
posted on the SAMHSA website prior to 
the meeting at: https://
www.samhsa.gov/about-us/advisory- 
councils/meetings. The meeting will 
include, but not be limited to, remarks 
from the Assistant Secretary for Mental 
Health and Substance Use; approval of 
the meeting minutes of August 8, 2022; 
presentations on substance use 
prevention priorities and CSAP program 
developments; Council discussion and 
public comments. 
DATES: March 25, 2023, 9:00 a.m. to 
approximately 4:00 p.m. EDT, Open. 
ADDRESSES: 5600 Fishers Lane, 
Rockville, Maryland 20857 (Room 
5N76). 

FOR FURTHER INFORMATION CONTACT: 
Michelle McVay, Designated Federal 
Official; Substance Abuse and Mental 
Health Service Administration, CSAP 
National Advisory Council, 5600 
Fishers Lane, Rockville, Maryland 
20857 (mail); telephone: (240) 276– 
0446; email: michelle.mcvay@
samhsa.hhs.gov. 

SUPPLEMENTARY INFORMATION: The CSAP 
NAC was established to advise the 
Secretary, Department of Health and 
Human Services (HHS), and the 
Assistant Secretary for Mental Health 
and Substance Use, SAMHSA; and the 
Director, CSAP, concerning matters 
relating to the activities carried out by 
and through the Center and the policies 
respecting such activities. 

Interested persons may present data, 
information, or views orally or in 
writing, on issues pending before the 
Council. Written submissions must be 
forwarded to the contact person no later 
than 7 days before the meeting. Oral 
presentations from the public will be 
scheduled for the public comment 
section at the end of the council 
discussion. Individuals interested in 

making oral presentations must notify 
the contact person by 1:00 p.m. (EDT), 
April 17, 2023. Up to three minutes will 
be allotted for each presentation, and as 
time permits, as these are presented in 
the order received. Public comments 
received will become part of the 
meeting records. 

To obtain the call-in number, access 
code, and/or web access link; submit 
written or brief oral comments; or 
request special accommodations for 
persons with disabilities, please register 
on-line at: https://snacregister.
samhsa.gov, or communicate with the 
contact person. Meeting information 
and a roster of Council members may be 
obtained either by accessing the CSAP 
Council’s website at https://
www.samhsa.gov/about-us/advisory- 
councils, or by contacting Michelle 
McVay. 

Dated: March 30, 2023. 
Carlos Castillo, 
Committee Management Officer. 
[FR Doc. 2023–07033 Filed 4–4–23; 8:45 am] 

BILLING CODE 4162–20–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. DHS–2022–0058] 

Homeland Security Academic 
Partnership Council 

AGENCY: The Department of Homeland 
Security (DHS), Office of Partnership 
and Engagement (OPE). 
ACTION: Notice of Charter amendment 
with modifications to the Council 
Name, Charter Scope of Activities, and 
Membership Composition. 

SUMMARY: The Secretary of Homeland 
Security (Secretary) approved the 
Homeland Security Academic Advisory 
Council (HSAAC) name change to 
Homeland Security Academic 
Partnership Council (HSAPC, 
hereinafter ‘‘Council’’) to avoid 
confusion with the name of the 
Homeland Security Advisory Council 
(HSAC). The primary purpose of the 
Council is to provide organizationally 
independent, strategic, timely, specific, 
and actionable recommendations to the 
Secretary on key issues across the 
homeland security enterprise as they 
relate to the intersection of education 
and academia and the DHS mission. 

The Council will consist of up to 30 
members who are appointed by and 
serve at the pleasure of the Secretary of 
Homeland Security. All members are 
appointed as Representative members. 
The Secretary approved modifications 
to the categories and removal of the 
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1 For more information about CVI see 6 CFR 
27.400 and the CVI Procedural Manual at 
www.dhs.gov/publication/safeguarding-cvi-manual. 

2 For more information about SSI see 49 CFR part 
1520 and the SSI Program web page at www.tsa.gov/ 
for-industry/sensitive-security-information. 

3 For more information about PCII see 6 CFR part 
29 and the PCII Program web page at www.dhs.gov/ 
pcii-program. 

numerical limitations to the categories 
to allow for increased flexibility across 
the broad categories of membership. The 
Council Representative members, as 
well as being diverse and an inclusive 
membership will represent one or more 
of the categories below: 

(a) Academic associations; 
(b) School safety, campus safety, 

public safety, or emergency 
management associations; 

(c) State, local or tribal law 
enforcement or related association; 

(d) President or Chancellor of a public 
or private: 

• Four-year college or university; 
• Two-year community college; or 
• Minority Serving Institution (MSIs); 
(e) Superintendent or comparable of a 

K–12 public school system; 
(f) President or CEO of an Education 

Employee Association or Education 
Employee Labor Organization; and/or 

(g) President or CEO of a private 
sector company, non-governmental 
organization, or civil society. 

Appointments are made without 
regard to political affiliation. In order 
for DHS to fully leverage broad-ranging 
experience and education, the HSAPC 
must be diverse with regard to 
professional and technical expertise. 
DHS is committed to pursuing 
opportunities, consistent with 
applicable law, to compose a committee 
that reflects the diversity of the nation’s 
people. 

The Council is the sole advisory 
committee within DHS providing advice 
and recommendations on matters 
relating to the intersection of education 
and academia and the DHS mission. 

The Council will operate in an 
advisory capacity only. The Council is 
necessary and in the public interest. 
This notice is provided in accordance 
with the Federal Advisory Committee 
Act, as amended, 5 U.S.C. App. The 
Council will terminate two years from 
the date of its establishment, unless 
renewed by the Secretary. 

Revisions were made to the 
committee’s objectives and scope of 
activities to encompass broader topics to 
align with the challenges facing the 
education and academic sectors. These 
broader topics allow the Secretary to 
receive recommendations on more 
facets of issues pertaining to these 
sectors. The committee’s revised 
objectives and scope of activities 
provide for the committee to make 
recommendations that may relate to, but 
are not limited to: 

(a) DHS-wide funding opportunities, 
such as grants, scholarships, programs, 
and hiring surges; 

(b) Safety and security, including 
prevention, response, mitigation, 

recovery, and other emergency 
management and preparedness 
measures; 

(c) Improving coordination and 
sharing of threat and security related 
information including threats of 
violence, and targeted violence and 
terrorism prevention; 

(d) Methods to develop career 
opportunities to support a 21st century 
DHS workforce; and 

(e) Enhancing and expanding research 
opportunities, such as the DHS Science 
and Technology Centers of Excellence 
and DHS/National Security Agency joint 
Centers of Academic Excellence. 

Finally, to allow for more external 
(non-Federal) voices, the revised charter 
removes DHS and Interagency members, 
which included ‘‘up to one 
representative’’ from six DHS offices/ 
components and four federal agencies 
who served as non-voting ex officio 
members. Under the revised charter, the 
Secretary may invite participation from 
other federal Departments and 
Interagency members as necessary. 
FOR FURTHER INFORMATION CONTACT: Z. 
Traci Silas at 202–447–3497, 
DHSacademic@hq.dhs.gov. 

Zarinah Traci Silas, 
Executive Director and Designated Federal 
Officer. 
[FR Doc. 2023–07058 Filed 4–4–23; 8:45 am] 

BILLING CODE 9112–FN–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. CISA–2023–0010] 

Agency Information Collection 
Activities: Sector Outreach and 
Programs Online Meeting Registration 
Tool 

AGENCY: Cybersecurity and 
Infrastructure Security Agency (CISA), 
Department of Homeland Security 
(DHS). 
ACTION: 60-Day notice and request for 
comments; revision, 1670–0019. 

SUMMARY: The Infrastructure Security 
Division (ISD) within the Cybersecurity 
and Infrastructure Security Agency 
(CISA) will submit the following 
Information Collection Request (ICR) to 
the Office of Management and Budget 
(OMB) for review and clearance. This 
notice solicits comments on the 
information collection during a 60-day 
public comment period prior to the 
submission of this ICR to OMB. The 
submission proposes to renew the 
information collection for an additional 
three years and update the burden 
estimates associated with collecting 

information for the purposes of 
registration for meetings and events. 
DATES: Comments are due by June 5, 
2023. 
ADDRESSES: You may send comments, 
identified by docket number through the 
Federal eRulemaking Portal: http://
www.regulations.gov. Follow the 
instructions for sending comments. 

Instructions: All submissions must 
include the agency name ‘CISA’ and 
docket number CISA–2023–0010. 
Comments received will be posted 
without alteration at http://
www.regulations.gov, including any 
personal information provided. 

Comments that include protected 
information such as trade secrets, 
confidential commercial or financial 
information, Chemical-terrorism 
Vulnerability Information (CVI),1 
Sensitive Security Information (SSI),2 or 
Protected Critical Infrastructure 
Information (PCII) 3 should not be 
submitted to the public docket. 
Comments containing protected 
information should be appropriately 
marked and packaged in accordance 
with all applicable requirements and 
submission must be coordinated with 
the point of contact for this notice 
provided in the FOR FURTHER 
INFORMATION CONTACT section. 

Docket: For access to the docket to 
read background documents or 
comments received, go to http://
www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: Dr. 
Ryan Donaghy, 703–603–5000, 
CISARegulations@cisa.dhs.gov. 
SUPPLEMENTARY INFORMATION: The 
Critical Infrastructure Protection Act of 
2001, 42 U.S.C. 5195c, states that any 
physical or virtual disruption of the 
operation of the critical infrastructures 
of the United States be rare, brief, 
geographically limited in effect, 
manageable, and minimally detrimental 
to the economy, human and government 
services, and national security of the 
United States; and that actions 
necessary to achieve the policy stated be 
carried out in a public-private 
partnership involving corporate and 
non-governmental organizations. On 
behalf of the DHS, the Cybersecurity 
and Infrastructure Security Agency’s 
Infrastructure Security Division (CISA 
ISD) manages the Department’s program 
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